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THE PROBLEM 

• Is the data ready to integrate from an IDM/IAM perspective? 
– Export samples have obvious discrepancies. 
– Analyst tip off that systems are not ready. 
– Early indicators through pilot testing. 
– The Identity Management Solution (Microsoft Identity Manager/OIM/SailPoint etc) is not yet installed 

therefore correlation tools cannot be implemented. 
 

• What will be the impact of allowing data to flow based on authoritative data sources specified in 
the design? 
– Scenario: HR is authoritative for  phone number and location but all phone numbers are 00-00 and the 

location is set to a generic location of HR Head quarters. What will the Email Global Address list look like if 
these rules were actioned at go live? What if Active Directory (AD)placement was a factor of the user 
location; would this trigger mass moves in AD at go live? 

• Proof? 
– How does the project really know if the systems will integrate. 
– What definitive method was used to show the impact of the IDM solution business rules. 
– What is the matching hit rate and how many accounts will not be incorporated in the identity lifecycle and 

effectively orphaned 
 

• Who is responsible for data readiness anyway? 
– Project plan usually can often have a single entry such as: ‘Data readiness – client’ 



• XID is designed to analyze data at a fixed point in time. This is achieved by 
gathering extracts of data in LDIF, CSV or XML formats and creating a model on 
the production system. 

• As data issues (once located) cannot be rectified in real time, there is limited 
benefit from reading or extracting the data in real time. A reasonably current 
extract is sufficient in data rectification when applying the concept of data 
issue resolution rendering. 

• XID also remains abstracted from production systems for the following 
reasons: 
o Difficult to obtain account to access data directly. 
o Difficult to obtain authorisation level to extract all relevant data. 
o Live data changes during processing can create a variant in the result set. 
o Potential performance and/or operational impact to live systems. 
o XID processes an agreed data set sanctioned by data owner. 

THE SOLUTION 
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Copy data to CSV, XML or LDIF 
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XID PROJECT 

Define schema 

Extract Files 



XID PROJECT 

Run XID and produce Summary Report 
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XID PROJECT 

Review Detail Report and take appropriate action 



 What makes XID unique 

• Windows software that runs from network 
share/local directory/flash|usb drive. 

• Identity system agnostic. 

• Uses exported data – no impact to live 
systems. 

• Fast - Issue detection in hours or days not 
weeks or months. 

• Accelerates data readiness. 

• Minimal infrastructure needed. 

 


